Churches Together in Kettering & District

Data Protection Policy and Procedures

1. Purpose

1.1 Churches Together in Kettering & District (the organisation) is exempt from the requirement to register with the Information Commissioner’s Office (ICO) under the General Data Protection Regulation (GDPR), as it is a not for profit organisation that 

(a) processes data for the purposes of establishing or maintaining membership or support for the organisation not established or conducted for profit, or providing or administering activities for individuals who are members of the organisation or have regular contact with it, and 

(b) only holds information about individuals whose data is needed to be processed for this exempt purpose, and 

(c) the personal data it processes is restricted to personal information that is necessary for this exempt purpose 

1.2 The organisation will respond within 21 days to a written request to provide the information that would have been included in the public register if the organisation had registered.  
1.3 The organisation will comply with the GDPR and the eight data protection principles of good practice. In summary, the eight data protection principles require that data shall:

1. be processed fairly and lawfully.

2. be obtained only for one or more specified and lawful purposes, and shall not be further processed in any manner incompatible with that purpose or those purposes.

3. be adequate, relevant and not excessive in relation to the purpose or purposes for which they are processed.

4. be accurate and, where necessary, kept up to date.

5. not be kept for longer than is necessary for that purpose or those purposes.

6. be processed in accordance with the rights of data subjects.

7. be protected against unauthorised or unlawful processing of personal data and against accidental loss or destruction of, or damage to, personal data.

8. not be transferred to a country or territory outside the European Economic Area.
2. The Information Held by the Organisation

2.1 Membership Register: This is a computer database that lists the names of the ministers and appointed lay representatives for each member church or fellowship or co-opted associated organisation or individuals together with the contact details they have supplied (one or more of email address, home address and telephone numbers) and any offices or other particular roles they undertake within the organisation.

2.2 Email distribution lists: A general list contains the name and email address of all individuals contained in the Membership Register together with those individuals not in the Membership Register that have asked to join the list. A clergy list contains the names and email addresses of all ministers contained in the Membership Register. A church leaders’ list contains the lead minister or contact for each church or fellowship contained in the Membership Register. An executive list contains the name and email address of those appointed to the organisation’s executive.

2.3 The Membership Register and all email distribution lists are held by the Secretary on one PC with back-up copies on an external HDD. A copy of the general email distribution list is held by the Chair.     

3. Sharing Information Within the Organisation

Personal information is shared within the organisation only for purposes included in the criteria for which it is exempt from registration with the ICO. For example, the Treasurer is provided annually with a list of main contacts in each member church or fellowship for the issue of subscription invoices. The church leaders list is also provided on request to anyone on the membership register.
4. Sharing Information Outside the Organisation 

None of the personal information held is shared with third parties except the contact details of the Secretary that are published on the organisation’s website and Facebook group.
5. Lawful Basis

The lawful basis for the collection and processing of personal information by the organisation is legitimate interests. This means that the personal information is processed in ways that would be reasonably expected by the individual and with minimal privacy impact. 

6. Data Retention
Personal information is held only while an individual remains on the Membership Register or general email distribution list. The individual’s information is deleted from both these sources at their request, on their resignation, on their moving away from the area or on their not being reappointed as a representative

7. Privacy Notice
The organisation’s privacy notice is appended to this document. It is published on its website and sent to individuals on joining the Membership Register, requesting to join the general email distribution list and on the periodic updating of the Membership Register.

8. Individuals’ Rights
8.1 The GDPR provides the following rights for individuals:

1. The right to be informed

2. The right of access

3. The right to rectification

4. The right to erasure

5. The right to restrict processing

6. The right to data portability

7. The right to object

8. Rights in relation to automated decision making and profiling.

8.2 The rights listed at points 1 – 7 in paragraph 8.1 above are included in the privacy notice. Requests made in the exercise of these rights by an individual will be complied with without charge as soon as possible, and always no later than 21 days following their receipt.

8.3 The organisation does not undertake automated decision making or profiling. 

9. Data Breaches

None of the information held by the organisation is likely to result in a risk to the rights and freedoms of individuals, for example, discrimination, damage to reputation, financial loss, loss of confidentiality or any other significant economic or social disadvantage. There is no requirement, therefore, to notify the ICO if a data breach should occur. In any such case, however, the individual(s) affected will be notified as soon as practicable. 

10.  Responsibilities

All members of the organisation are responsible for data protection. The Executive is responsible for ensuring that the organisation’s policies and procedures are adequate. The Secretary has day-to-day responsibility for compliance with the GDPR, this policy and procedure and any other statutory provisions. 

